                                                                                                                                                                                                                                                       

CUSTOMER RELEASE NOTES

SMC8126L2(SMC8150L2)
Firmware Version 1.4.6.0
INTRODUCTION:
SMC8126L2(SMC8150L2) is a switch containing defines 26-port(50-port) Gigabit Ethernet Layer 2/4 Switch. The switch provides 26(50) 10/100/1000GbE CU ports.  Four of those ports are combo ports with associated SFP transceiver slots21~24(45~48). 
The switch can be managed either by in-band management via the network station remotely or out-of-band management via the console port (RS232) locally. An imbedded Web agent also provides management capability to any computer on the network via common Http browsers such as Netscape Navigator or Microsoft’s Internet Explorer (both browsers should be Version 6.0 or above).
Local Console Management (LCM) allows the user to monitor and configure the SMC8126L2(SMC8150L2) from a VT-type terminal. LCM can be used to configure features such as SNMP community names and access rights, Port Enable/Disable, firmware downloads, and Device IP address as well as most other parameters. LCM can also provide statistical and diagnostic information about the entire device or an individual port.

Management of the switch is password protected; the same password is used for LCM and for the Web browser interface. Prior to accessing the Management Module via a network connection, a valid IP address, subnet mask, and in some cases a default gateway must be configured using an out-of-band connection or the BootP/DHCP protocol. The management option provides SNMP, RMON (4 groups: 1,2,3,9), and Web management for system control and statistical monitoring.

Firmware Specification:
	Status
	Version No.
	Type
	Release Date

	Patch
	1.4.6.0
	Customer
	2012/3/21

	Patch
	1.4.5.2
	Customer
	2012/1/30


SUPPORTED FUNCTIONALITY:
Installation and Configuration Notes:
In general, the SMC8126L2(SMC8150L2) will be shipped to you pre-configured with this version of firmware. If you would like to upgrade an existing SMC8126L2(SMC8150L2), please follow the TFTP download instructions that are included with your firmware image upgrade kit. TFTP download instructions are also available on the Support web site.
Firmware Changes and Enhancements:
V1.4.6.0

	1.  support web auth

	2.  support dynamic vlan

	3.  support non spanning tree loopback detection

	4.  support Dynamic ARP inspection

	5. Port security aging mode

	6. ES4526R-FLF-17-00221: IPSG will drop packets which with vlan priority 1~7

	7. ES4526R-FLF-17-00222: Service policy can't work normally


V1.4.5.2
	1. ES4526R-FLF-17-00220: doesn't work dhcp snooping with "information option


V1.4.5.1
	1. support DHCP option 82 TR101

	2. support sflow


V1.4.4.1
	1.   ES4526R-FLF-17-00211:  RADIUS / 802.1x server failed over not successful at PEAP authentication


V1.4.4.0

	1.   ES4526R-FLF-17-00204:  support trunk port do not support DHCP Snooping

	2.   ES4526R-FLF-17-00206: support new feature CPU /memory utilization.

	3.   ES4526R-FLF-17-00207: support new feature  port utilization

	4.   ES4526R-FLF-17-00205: after put command"Console(config)# interface ethernet 20?"console freeze

	5.   ES4526R-FLF-17-00208: Can't disconnect online user at SSH environment


V1.4.2.3
	1.    ES4526R-FLF-17-00198: Cannot add a port as tagged with web UI.

	2.    ES4526R-FLF-17-00199: lldp protocol block the port of the SMC8126L2


V1.4.2.2
	1.      broadcast storm packet rate minimum value from 500 to 64


V1.4.2.0

	1.       ES4526R-FLF-17-00190: dot1x can't work with PEAP authenticate

	2.      support DHCP snooping option 82 Remote ID/Circuit ID configurable


Known ISSUES:
V1.0.0.8
	1. IP source guard:Can not configure static ip source guard binding entry on each port in Web UI

	2. Cluster: Web and CLI display will show wrong members when static member over 9.

	3. ProtocolVLAN:It cannot set protocol group and VLAN mapping on page "Protocol VLAN Port Configuration" on Firefox browser.

	4. L2 switch- No place be found from WEB to configure flow control.

	5. DiffServ:It cannot set cos value of policy map on Web browser(page "policy rule settings").


Known Restrictions and Limitations:
	1. Due to small and limited packet buffer of switch ASIC, when the jumbo frame bigger than 7k will lose packets on one 1000M/F to ten 100M/F and one 100M/F to ten 10M/F

	2. Due to limited number of filter processor in ASIC. The feature IP Source Guard and Diffserv for IP packet can’t be enabled at the same time. Once user enabled one of them, the other one would be unable to configure till user has disabled the first feature.

	3. Because chip do not support “per port rate-limit” function, so scheduling with egress rate limit can’t work correctly on 8126/50L2


Any other problems than those listed above should be reported to our Technical Support Staff.
IEEE Standards Support:
	Standard
	Title

	IEEE 802.1D
	Transparent Bridging Specifications (ISO/IEC 10038)

	IEEE 802.1p
	Traffic Class Expediting and Dynamic Multicast Filtering

	IEEE 802.1Q
	Virtual Bridged Local Area Networks

	IEEE 802.1v
	Protocol VLAN

	IEEE 802.1w
	Rapid Spanning Tree

	IEEE 802.1s
	Multiply Spanning Tree

	IEEE 802.2 
	Local Area Networks, Logical Link Control (LLC)

	IEEE 802.3 
	CSMA/CD 9 (ISO/IEC 8802-3)

	IEEE 802.3I 
	10Base-T (ISO/IEC 8802-3, clause 14)

	IEEE 802.3u 
	100Base-TX (ISO/IEC 8802-3, clause 25)

	IEEE 802.3x
	Flow Control

	IEEE 802.3z
	1000Base-SX, 1000Base-LX

	IEEE 802.3ab
	1000Base-TX

	IEEE 802.3ac
	VLAN Tag

	IEEE 802.3ad
	Link Aggregation


IETF Standards MIB Support:
	RFC No.
	Title
	Groups Supported

	1213
	MIB-II
	- system group
- interfaces group 
- ip group
- icmp group
- tcp group
- udp group
- snmp group

	1493
	Bridge MIB
	- dot1dBase group 
- dot1dStp group 
- dot1dTp group
- dot1dStatic group

	1907
	SNMPv2 MIB
	

	2011
	IP MIB
	

	2012
	TCP MIB
	

	2013
	UDP MIB
	

	2576
	SNMP COMMUNITY MIB
	

	2618
	RADIUS AUTH CLIENT MIB
	

	2665
	EtherLike-MIB
	

	2863
	Interfaces Evolution MIB
	- ifXTable group
- ifStackTable group

	2819
	RMON MIB
	- statistics group
- history group
- alarm group
- event group

	2618
	RADIUS MIB
	- radiusAuthClientMIB

	2665
	Etherlike MIB
	- dot3StatsTable group

	2737
	Entity MIB
	- entityPhysical group

	2674
	P-bridge
	- dot1dExtBase group 
- dot1dPriority group 
- dot1dGarp group

	2674
	Q-bridge
	- dot1qBase group 
- dot1qTp group 
- dot1qStatic group
- dot1qVlan

	2668
	MAU MIB
	- dot3IfMauBasic group 
- dot3IfAutoNeg group 


Private Enterprise MIB Support:
	Title
	Version

	SMC8126_50R.mib
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