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SMC2890W-AG/2891W-AG Wireless Outdoor Access Point
Firmware Release Notes

Version 4.3.4.9

Release Date: Aug 28, 2008

Introduction:
The SMC2890W-AG/2891W-AG is a dual radio outdoor wireless access point/bridge.

Both SMC2890W-AG and SMC2891W-AG have 1 console port and 1 Ethernet/PoE connector.

The SMC2890W-AG has four N-Type external antenna connectors (2 for 2.4GHz and 2 for 5GHz). The SMC2891W-AG has three N-Type external antenna connectors (2 for 2.4GHz and 1 for 5GHz) and a built-in 17dBi 5GHz internal antenna.

The runtime image can be upgraded via CLI /Telnet command “copy ftp/tftp file,” WEB user interface, or SNMP user interface.

To upgrade the firmware, file dflt-img.bin must be upgraded first, followed by file zz-img.bin.

Firmware Specification:
	Status
	Version No.
	Release Date
	History

	Current version
	4.3.4.9
	01/29/2008
	Refer to “v4.3.4.9 Changes and Fixed bugs” below.

	
	4.3.4.8
	01/29/2008
	To synchronize the refine WDS feature.

	
	4.3.4.7
	12/25/2007
	Fix the exception problem for embedded antenna

	
	4.3.4.6
	12/18/2007
	1. Refine power table

2. Sync WDS new source code.

	
	4.3.4.5
	12/11/2007
	Increase untagged vlan support on native vlan.

	
	4.3.4.4
	12/03/2007
	Increase the web redirect feature.

	
	4.3.4.3
	08/31/2007
	Improve the radio usage when selecting TW as the country

	
	4.3.4.2
	07/20/2007
	Increase WDS backward compatible feature between R1 and R2 code

	
	4.3.4.1
	12/27/2006
	1. Customization test by NTC  

2.  Removed Pre-Authentication configure from UI


Upgrade Procedure:
· The runtime image can be upgraded by normal upgrade procedure CLI /Telnet command “copy ftp/tftp file”, WEB user interface or SNMP user interface.

· The compatible boot code version is v2.1.6 or higher.

v4.3.4.9 Changes and Fixed bugs:
· Synchronize the mechanism to avoid WDS link disconnection risk when enabling DFS. 
· Improve WDS link with shared-key authentication mode. When auth-type is set as shared-key, the driver is set to pass 802.11 authentication. After authentication, WEP encryption is used to transmit the data.
· Remove vlan-id information in CLI when the station is WDS peer.
· When STP is enabled, remove backward compatible function call to avoid WDS misuse for BPDU multicase packet.
v4.3.4.8 Changes and Fixed bugs:
· Add and modify syslog message when AP send/receive de-authentication packet.

"Station Deauthentication xxxx" means AP received a de-authentication packet from station.

"Deauthenticating Station xxxx" means AP sent out a de-authentication packet to station.

· Auto enable wireless interface in the event that the wireless interface is shut down due to radar interference on all usable channel.
v4.3.4.7 Changes and Fixed bugs:
· To improve the exception performance when changing the salve mode and selecting one antenna id.
v4.3.4.6 Changes and Fixed bugs:
· To refine power table

· To sync WDS new source code.
v4.3.4.5 Changes and Fixed bugs:
· To increase untagged vlan support on native vlan.  

v4.3.4.4 Changes and Fixed bugs:
· To increase web redirect feature. Please refer to the compiler option 

“#define OEM_WEB_REDIRECT                          1”
v4.3.4.3 Changes and Fixed bugs:
· Improve the radio usage when selecting TW as the country
v4.3.4.2 Changes and Fixed bugs:
· Increase WDS backward compatibility feature between R1 and R2 code
v4.3.4.1 Changes and Fixed bugs:
· Customization test by NTC

· Removed Pre-Authentication configure from UI


